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Name School/Office
Marlou Borja SDO- Abra
May Flor Sanchez SDO- Abra
Joey Peralta San Diego E/S
Rynwalter Paa WANHS

Frederick Blaza

Bangued East Central School

Judith Batino

Arab E/S

Carlos Federico Bautista

MNHS

Reynaldo Bolante

Tagodtod NHS

| Edsel Manangbao

Lagangilang C/S

Rey An Buenafe

RENHS

Sanny Borja

Agtangao E/S

Ma. Lorena Bisares

Lusuac E/S

Rodel Briones

La Paz Integrated School

Rudyrick Cayto

San Ramon E/S Manabo

Rodelio Claor

MYBBMNHS
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| Bangued, Abra

June 28, 2017

Division Memorandum
No. _[08 s.2017
To:  Public Schools District Supervisors

Information Technology Officer

School Heads |

School ICT Coordinators

Division Personnel |

From: IRENE/ S. ANGWAY .,
OICHOffice of the Schools Division Superinfend%t

SUBJECT: One day seminar on Cyber Security Awareness

1. The DICT's priority areas that need to be immediately instituted with regards
fo cyber security. The Cybercrime Investigation and Coordination Center (CICC), is
the formulation of The National Cyber security Plan 2022. The plan, which was
recently unveiled last May 2, 2017, is intended to address the urgency to protect the
nation’s Critical Info structure, Government networks both Public and Military, Small
Medium Enterprises to Large Businesses, Corporchons and its supply chains and
- every Flllpmo using the internet.

2. In line with this, the Schools Division of Abra will be sending participants to a
one (1) dc:y‘seminclr on Cyber security Awareness to be held at the Abra Diocesan
Teachers Employees Multi-purpose Cooperative (ADTEMPCO) Located olong Taft
corner Lazala Street Zone 4, Bangued, Abro on June 30, 2017.

3. The primary goals of the seminar are as follows: 1). Assuring the continuous
operation of our nation’s critical info structures, public and military networks

2). Implementing cyber resiliency measures to enhance our ability to respond to

~ threats before during and after attacks 3). Effective coordination with law
enforcement agencies and 4). A cyber security educated society.

4, Travel expenses of the participants shall be charged from School MOOE fund
subject to usual accounting and auditing rules and regulations.

5. Immediate dissemination of this memorandum is desired.




